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Abstract. Penelitian ini membahas perlindungan data pribadi dalam praktik
marketplace foto berbasis kecerdasan buatan pada platform FotoYu yang
memanfaatkan teknologi pengenalan wajah dalam pemrosesan dan
komersialisasi foto. Permasalahan penelitian difokuskan pada sejauh mana
praktik pemrosesan data biometrik wajah oleh platform marketplace foto telah
memberikan perlindungan hukum yang memadai bagi subjek data sesuai
dengan Undang-Undang Pelindungan Data Pribadi. Penelitian ini
menggunakan metode yuridis normatif dengan pendekatan peraturan
perundang-undangan dan pendekatan konseptual melalui kajian terhadap
norma hukum, asas, dan doktrin perlindungan data pribadi. Hasil penelitian
menunjukkan bahwa pemrosesan data pribadi dalam marketplace foto berbasis
kecerdasan buatan belum sepenuhnya memenuhi prinsip persetujuan eksplisit,
pembatasan tujuan pemrosesan, transparansi, dan pemenuhan hak subjek data.
Mekanisme persetujuan yang bersifat tidak langsung serta kompleksitas
pemrosesan berbasis kecerdasan buatan berpotensi menimbulkan kesenjangan
antara norma hukum dan praktik di lapangan. Penelitian ini menyimpulkan
bahwa perlindungan data pribadi dalam praktik marketplace foto masih
memerlukan penguatan, baik dari sisi regulasi maupun implementasi. Oleh
karena itu, diperlukan pengaturan turunan yang lebih spesifik serta
peningkatan tanggung jawab dan akuntabilitas platform guna menjamin
perlindungan hak subjek data pribadi secara efektif di era ekonomi digital.
Keywords: Perlindungan Data Pribadi, Kecerdasan Buatan, Marketplace
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Transformasi digital telah mengubah industri fotografi dari praktik
konvensional menjadi ekosistem berbasis platform digital. Fotografi tidak lagi
sekadar karya visual, tetapi telah menjadi komoditas dalam ekonomi kreatif
dan ekonomi data'. Marketplace foto berbasis aplikasi memungkinkan
distribusi, transaksi, dan monetisasi foto secara masif’. Perkembangan ini
memperluas akses pasar bagi fotografer, sekaligus menciptakan model bisnis
baru yang bertumpu pada pengelolaan dan pemanfaatan data visual individu.

Perkembangan kecerdasan buatan mempercepat proses pengelolaan foto
melalui otomatisasi analisis dan pencocokan data visual’. Teknologi pengenalan
wajah memungkinkan sistem mengidentifikasi individu dalam foto tanpa
interaksi langsung dengan subjeknya’. Mekanisme ini mempermudah
pencarian dan distribusi foto secara cepat dan efisien. Namun, penggunaan
data biometrik wajah sebagai dasar pemrosesan menimbulkan persoalan
hukum karena menyangkut data pribadi yang bersifat sensitif’.

Marketplace foto digital menciptakan relasi hukum baru antara
fotografer, platform, dan subjek foto. Platform tidak hanya berperan sebagai
perantara transaksi, tetapi juga sebagai pengendali pemrosesan data pribadi’.
Fotografer berfungsi sebagai penyedia konten, sementara individu yang difoto
menjadi subjek data. Pergeseran relasi ini menimbulkan ketimpangan posisi
hukum, khususnya ketika subjek foto tidak terlibat secara aktif dalam proses
persetujuan dan pemanfaatan datanya.

Praktik pemotretan individu di ruang publik yang kemudian diunggah
ke marketplace foto semakin marak seiring meningkatnya aktivitas masyarakat
dan kebutuhan konten digital’. Foto-foto tersebut tidak hanya
didokumentasikan, tetapi juga diperdagangkan secara daring melalui platform
berbasis aplikasi. Kondisi ini menimbulkan perdebatan mengenai batas antara
ruang publik dan hak privasi, terutama ketika subjek foto tidak secara sadar
mengetahui atau menyetujui pemrosesan dan peredaran fotonya.
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Dalam perspektif hukum perlindungan data pribadi, wajah manusia
merupakan data biometrik yang dapat digunakan untuk mengidentifikasi
seseorang secara unik®’. Data biometrik memiliki tingkat sensitivitas tinggi
karena berpotensi disalahgunakan untuk berbagai kepentingan di luar
kehendak subjek data’. Oleh karena itu, pemrosesan foto yang menampilkan
wajah individu tidak dapat dipandang semata sebagai aktivitas fotografi,
melainkan sebagai pemrosesan data pribadi yang memiliki konsekuensi
hukum.

Pemanfaatan teknologi kecerdasan buatan dalam marketplace foto
memperbesar risiko pelanggaran hak atas data pribadi apabila tidak diimbangi
dengan perlindungan hukum yang memadai. Ketidakseimbangan antara
kepentingan ekonomi platform dan perlindungan hak subjek data
menunjukkan perlunya kajian hukum yang mendalam. Penelitian ini menjadi
penting untuk menilai sejauh mana kerangka hukum yang berlaku mampu
memberikan perlindungan efektif dalam praktik marketplace foto berbasis
kecerdasan buatan.

Indonesia  telah memiliki kerangka hukum khusus melalui
Undang-Undang Nomor 27 Tahun 2022 tentang Pelindungan Data Pribadi yang
menempatkan data pribadi sebagai bagian dari hak asasi manusia®.
Undang-undang ini mengatur prinsip dasar pemrosesan data, termasuk
keharusan adanya dasar hukum yang sah, persetujuan eksplisit, serta
perlindungan terhadap data pribadi yang bersifat sensitif. Kehadiran regulasi
ini menjadi tonggak penting dalam merespons perkembangan teknologi digital.

Salah satu prinsip utama dalam perlindungan data pribadi adalah
persetujuan subjek data yang diberikan secara bebas, spesifik, dan jelas''.
Prinsip ini menuntut adanya transparansi sejak tahap pengumpulan hingga
pemanfaatan data pribadi. Dalam konteks marketplace foto berbasis aplikasi,
persetujuan sering kali diberikan melalui syarat dan ketentuan umum
platform'. Praktik tersebut menimbulkan pertanyaan mengenai validitas
persetujuan, khususnya ketika subjek foto tidak berinteraksi langsung dengan
platform.

Implementasi perlindungan data pribadi dalam marketplace foto
menghadapi tantangan karena sifat teknologi yang otomatis dan masif.
Pemrosesan berbasis kecerdasan buatan berpotensi mengaburkan batas
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tanggung jawab antara fotografer dan platform. Kondisi ini menimbulkan
ketidakpastian hukum bagi subjek data dalam menuntut perlindungan haknya.
Oleh karena itu, diperlukan analisis yuridis untuk menilai kesesuaian praktik
marketplace foto dengan prinsip perlindungan data pribadi.

Dalam ekosistem marketplace foto berbasis aplikasi, platform memiliki
peran sentral dalam menentukan tujuan dan cara pemrosesan data pribadi.
Platform mengelola unggahan foto, menyimpan data biometrik, serta
memfasilitasi distribusi dan transaksi foto". Peran tersebut menunjukkan
bahwa platform tidak sekadar bertindak sebagai perantara teknis, melainkan
sebagai pengendali data pribadi yang memikul tanggung jawab hukum atas
pemrosesan data subjek foto.

Meskipun kerangka hukum perlindungan data pribadi telah tersedia,
praktik di lapangan menunjukkan adanya potensi kesenjangan antara norma
hukum dan implementasinya'’. Pemrosesan foto berbasis kecerdasan buatan
sering dilakukan lebih cepat dibandingkan mekanisme pengawasan hukum.
Akibatnya, prinsip persetujuan, pembatasan tujuan, dan perlindungan hak
subjek data berpotensi terabaikan dalam praktik marketplace foto yang
berorientasi pada efisiensi dan keuntungan ekonomi.

Kondisi tersebut menegaskan urgensi penelitian hukum yang menelaah
perlindungan data pribadi dalam marketplace foto berbasis kecerdasan buatan.
Penelitian ini difokuskan pada analisis kesesuaian praktik platform FotoYu
dengan prinsip dan ketentuan Undang-Undang Pelindungan Data Pribadi.
Melalui kajian yuridis normatif, penelitian ini diharapkan dapat memberikan
kejelasan hukum serta rekomendasi untuk memperkuat perlindungan hak
subjek data di era ekonomi digital.

Berdasarkan uraian latar belakang tersebut, permasalahan utama dalam
penelitian ini adalah bagaimana bentuk perlindungan data pribadi terhadap
subjek foto dalam marketplace foto berbasis kecerdasan buatan pada platform
FotoYu, sejauh mana praktik pemrosesan dan pemanfaatan foto oleh platform
tersebut telah sesuai dengan prinsip dan ketentuan Undang-Undang
Pelindungan Data Pribadi, serta apa implikasi yuridis dari penggunaan
teknologi pengenalan wajah terhadap hak-hak subjek data pribadi.

METODE PENELITIAN
Penelitian ini menggunakan pendekatan yuridis normatif yang berfokus
pada pengkajian norma hukum tertulis terkait perlindungan data pribadi
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dalam pemrosesan berbasis kecerdasan buatan®. Pendekatan ini digunakan
untuk menelaah kaidah hukum yang mengatur pengendalian, pemrosesan, dan
perlindungan data pribadi, khususnya dalam konteks penggunaan teknologi
pengenalan wajah pada marketplace foto berbasis platform digital.

Analisis penelitian didasarkan pada bahan hukum primer berupa
Undang-Undang Nomor 27 Tahun 2022 tentang Pelindungan Data Pribadi serta
peraturan perundang-undangan terkait sistem elektronik dan pemrosesan data.
Selain itu, digunakan bahan hukum sekunder berupa buku teks hukum, jurnal
ilmiah, hasil penelitian, dan pendapat para ahli hukum yang relevan dengan
isu perlindungan data pribadi dan kecerdasan buatan.

Bahan hukum yang telah dikumpulkan dianalisis secara preskriptif dan
sistematis untuk menilai kesesuaian praktik marketplace foto berbasis
kecerdasan buatan dengan prinsip perlindungan data pribadi®®. Analisis
dilakukan dengan menafsirkan ketentuan hukum, mengkaji asas dan konsep
hukum, serta menarik kesimpulan normatif guna merumuskan argumentasi
hukum dan rekomendasi yang relevan.

HASIL DAN PEMBAHASAN
Pemaparan Hasil Penelitian

Undang-Undang Nomor 27 Tahun 2022 tentang Pelindungan Data
Pribadi mendefinisikan data pribadi sebagai setiap data tentang orang
perseorangan yang teridentifikasi atau dapat diidentifikasi. Data pribadi
diklasifikasikan menjadi data pribadi umum dan data pribadi yang bersifat
spesifik'”. Wajah manusia termasuk data biometrik yang masuk dalam kategori
data pribadi spesifik karena mampu mengidentifikasi seseorang secara unik
dan memiliki tingkat sensitivitas tinggi'®.

Dalam marketplace foto berbasis aplikasi, pemrosesan data dilakukan
melalui beberapa tahapan®. Tahap awal berupa pengumpulan foto yang
diambil fotografer di ruang publik dan diunggah ke platform. Selanjutnya, foto
disimpan dalam sistem elektronik dan dianalisis menggunakan teknologi
kecerdasan buatan. Tahap akhir berupa pendistribusian dan komersialisasi foto
kepada pengguna yang teridentifikasi oleh sistem, sehingga seluruh rangkaian
tersebut merupakan bentuk pemrosesan data pribadi.
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Berdasarkan mekanisme pengelolaan sistem dan penentuan tujuan
pemrosesan data, FotoYu memiliki kedudukan sebagai pengendali data
pribadi. Platform menentukan cara pengumpulan, penggunaan, penyimpanan,
dan penyebaran foto yang mengandung data biometrik wajah. Kedudukan ini
menempatkan FotoYu pada posisi yang bertanggung jawab secara hukum atas
kepatuhan terhadap prinsip perlindungan data pribadi dan pemenuhan hak
subjek data sebagaimana diatur dalam UU PDP.

Mekanisme persetujuan dalam platform marketplace foto umumnya
diberikan melalui syarat dan ketentuan penggunaan aplikasi®. Persetujuan
tersebut sering kali bersifat tidak langsung dan diberikan setelah data foto
diambil dan diproses. Pola ini menimbulkan persoalan hukum karena
persetujuan tidak selalu diberikan secara eksplisit oleh subjek foto sebelum
pemrosesan data biometrik dilakukan, sehingga berpotensi bertentangan
dengan prinsip persetujuan dalam UU PDP.

Analisis dan Pembahasan

Prinsip persetujuan eksplisit dalam Undang-Undang Pelindungan Data
Pribadi mensyaratkan adanya persetujuan yang jelas dan diberikan sebelum
pemrosesan data pribadi dilakukan®. Dalam praktik Fotoyu, persetujuan
diperoleh melalui pendaftaran akun dan penerimaan kebijakan privasi
platform, sehingga bersifat tidak langsung dan diberikan setelah foto diambil di
ruang publik. Pola ini menunjukkan bahwa persetujuan belum sepenuhnya
memenuhi unsur eksplisit sebagaimana dimaksud dalam UU PDP, karena
subjek foto tidak selalu menyatakan kehendak secara aktif sebelum pemrosesan
data biometrik dilakukan

UU PDP mengatur bahwa pemrosesan data pribadi harus dilakukan
untuk tujuan yang spesifik, jelas, dan sah”. Pada platform Fotoyu, foto yang
mengandung data biometrik wajah digunakan tidak hanya untuk pencarian
dan distribusi foto, tetapi juga untuk kepentingan komersialisasi dan
pengembangan teknologi kecerdasan buatan®. Perluasan tujuan pemrosesan ini
berpotensi melampaui tujuan awal pengambilan foto, terutama apabila subjek
data tidak diberi penjelasan rinci mengenai penggunaan lanjutan data tersebut
sejak awal pemrosesan.
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Prinsip transparansi menuntut agar subjek data memperoleh informasi
yang mudah dipahami mengenai pemrosesan data pribadinya™. Kebijakan
privasi Fotoyu telah memuat penjelasan mengenai jenis data yang
dikumpulkan dan tujuan penggunaannya. Namun, kompleksitas bahasa
hukum dan teknis berpotensi menyulitkan subjek data untuk memahami secara
utuh implikasi pemrosesan data biometrik. Kondisi ini memengaruhi
akuntabilitas platform, karena transparansi formal belum tentu menjamin
pemahaman substantif oleh subjek data

UU PDP menjamin hak subjek data untuk mengakses, memperbaiki,
menghapus, dan mengajukan keberatan atas pemrosesan data pribadi”. Fotoyu
menyediakan mekanisme pengelolaan akun dan penghapusan data melalui
fitur aplikasi. Namun, efektivitas pemenuhan hak tersebut bergantung pada
kesadaran dan inisiatif subjek data. Dalam konteks pemotretan di ruang publik,
subjek foto yang tidak memiliki akun atau tidak mengetahui keberadaan
fotonya menghadapi hambatan dalam menggunakan hak-haknya, sehingga
perlindungan hukum menjadi kurang optimal

Pemrosesan data biometrik wajah dengan kecerdasan buatan
meningkatkan risiko hukum karena bersifat otomatis dan berkelanjutan.
Keputusan sistem dalam mengidentifikasi, mengelompokkan, dan
menampilkan foto dapat berdampak langsung pada subjek data tanpa
keterlibatan manusia. Risiko tersebut mencakup kesalahan identifikasi,
penggunaan lanjutan data, serta potensi penyalahgunaan®. Dalam konteks UU
PDP, kondisi ini menuntut kehati-hatian lebih tinggi dari pengendali data
untuk mencegah pelanggaran hak subjek data.

Sebagai pengendali data pribadi, platform marketplace foto memikul
tanggung jawab hukum atas seluruh rangkaian pemrosesan data”. Tanggung
jawab tersebut meliputi pemenuhan prinsip perlindungan data, penyediaan
mekanisme pengaduan, serta pencegahan pelanggaran data pribadi. Apabila
terjadi pemrosesan tanpa persetujuan yang sah atau penyimpangan tujuan,
pengendali data dapat dimintai pertanggungjawaban administratif maupun
perdata. Hal ini menegaskan bahwa platform tidak dapat melepaskan
tanggung jawab dengan alasan hanya sebagai perantara teknologi.

2 Pradana, M. A. E., & Saragih, H. (2024). Prinsip Akuntabilitas dalam Undang-Undang Perlindungan
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Analisis terhadap praktik marketplace foto berbasis kecerdasan buatan
menunjukkan perlunya penguatan perlindungan hukum bagi subjek data®.
Regulasi yang ada masih memerlukan penjabaran lebih rinci terkait persetujuan
dalam konteks ruang publik dan pemrosesan biometrik. Selain itu, diperlukan
pengawasan yang efektif terhadap platform digital agar prinsip perlindungan
data pribadi tidak hanya terpenuhi secara formal, tetapi juga terlaksana secara
substantif dalam praktik pemrosesan data.

Hasil analisis menunjukkan adanya kesenjangan antara norma
perlindungan data pribadi dan praktik pemrosesan data dalam marketplace
foto. UU PDP menekankan persetujuan eksplisit dan pembatasan tujuan
pemrosesan, namun praktik di lapangan cenderung menitikberatkan pada
efisiensi teknologi dan kepentingan ekonomi. Kesenjangan ini menyebabkan
perlindungan hak subjek data belum sepenuhnya terjamin, terutama bagi
individu yang tidak memiliki posisi tawar terhadap platform digital.

Kondisi tersebut menimbulkan implikasi yuridis bagi subjek data
maupun penyelenggara platform. Bagi subjek data, terdapat risiko
berkurangnya kontrol atas data biometrik wajah yang melekat pada dirinya.
Bagi platform, praktik pemrosesan yang tidak selaras dengan prinsip UU PDP
berpotensi menimbulkan sengketa hukum dan sanksi. Oleh karena itu,
kepatuhan terhadap norma perlindungan data pribadi menjadi faktor penting
dalam menjaga legitimasi dan keberlanjutan platform.

Sebagai solusi normatif, diperlukan penegasan mekanisme persetujuan
sebelum pemrosesan data biometrik dilakukan, termasuk dalam konteks ruang
publik. Selain itu, regulasi turunan perlu mengatur secara lebih rinci tanggung
jawab platform marketplace foto berbasis kecerdasan buatan. Pendekatan ini
diharapkan mampu menutup kesenjangan antara norma dan praktik, serta
memperkuat perlindungan hak subjek data pribadi dalam ekosistem ekonomi
digital.

KESIMPULAN DAN SARAN

Berdasarkan hasil penelitian, perlindungan data pribadi dalam praktik
marketplace foto berbasis kecerdasan buatan pada platform FotoYu belum
sepenuhnya memenuhi prinsip perlindungan data pribadi sebagaimana diatur
dalam Undang-Undang Pelindungan Data Pribadi. Pemrosesan data biometrik
wajah masih menghadapi persoalan pada aspek persetujuan eksplisit,
pembatasan tujuan pemrosesan, serta pemenuhan hak subjek data. Kondisi ini
menunjukkan adanya kesenjangan antara norma hukum dan praktik
pemrosesan data di lapangan. Implikasi hukum dari kondisi tersebut dirasakan
oleh berbagai pihak. Bagi platform, kedudukan sebagai pengendali data

2 Mahuli, J. 1. (2023). Perlindungan Hukum Terhadap Data Pribadi dalam Era Digital. All Fields of
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menimbulkan tanggung jawab hukum atas seluruh proses pemrosesan data
pribadi. Bagi fotografer, praktik pengambilan dan pengunggahan foto perlu
disesuaikan dengan prinsip perlindungan data pribadi. Sementara itu, bagi
subjek data, lemahnya mekanisme perlindungan berpotensi mengurangi
kendali atas data biometrik yang melekat pada dirinya. Penelitian ini
merekomendasikan penguatan pengaturan mengenai persetujuan eksplisit
sebelum pemrosesan data biometrik dilakukan, termasuk dalam konteks ruang
publik. Pembentuk kebijakan perlu merumuskan aturan turunan yang lebih
spesifik terkait marketplace foto berbasis kecerdasan buatan. Selain itu,
penyelenggara platform diharapkan meningkatkan transparansi, akuntabilitas,
serta mekanisme perlindungan hak subjek data agar perlindungan data pribadi
dapat terwujud secara efektif dalam praktik.
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